
ENTERPRISE RECON™ is the most accurate and quickest solution available to discover, remediate, and report on 

data across the broadest range of data types wherever they are stored. Powered by Ground Labs proprietary 

GLASS™ technology, it identifies over 300 data types including predefined and variants across sensitive, personal 

and confidential data from over 50 countries.

Ground Labs has three versions to best suit your data discovery needs as they evolve: Enterprise Recon PCI, 

Enterprise Recon PII, and Enterprise Recon PRO. With each version, you can have confidence you’ll be using the 

best data discovery solution across the broadest set of platforms available.
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Ground Labs enables 
unmatched accuracy & speed 
across an extensive range of 

platforms and data types.

Book a demo of Enterprise Recon™ at 
groundlabs.com/enterprise-recon

http://groundlabs.com/enterprise-recon


Specifications

Supported Platforms
Enterprise Storage - Servers, Cloud, Databases, Big Data User Storage - Workstations, Cloud, Email
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Windows & MacOS

Windows, Linux, FreeBSD, Solaris, HP-UX, AIX, EBCDIC

InterSystems Caché

Microsoft 365 Email Exchange

Dropbox Business

Amazon S3, Azure Storage, SharePoint Online, 
Rackspace Cloud, Dropbox, Box Enterprise, Google Suite

SAP Hana

Network Storage Locations, Hadoop, 
SharePoint On-prem, Websites

Audio & OCR files

Major Document Formats, All Encodings, O�ce Docs, 
Compressed Archives, DB Client Files, Email Client Files

Pre-Configured PII Patterns (GDPR, CCPA, HIPAA)

Custom patterns

Inspect, Mask, Securely Quarantine, Encrypt, Permanently Delete

Email and in-app notifications when results identified

Pre-Configured PCI DSS Patterns

Microsoft OneDrive

Exchange on Prem, HCL / IBM Notes, Gmail (Google Suite), IMAP mailbox

MongoDB

IBM DB2 & Informix, MariaDB, MS SQL, MySQL, 
Oracle DB, PostgreSQL, Sybase/SAP, Teradata, Tibero

Export report in multiple formats, 
Single host reporting, Grouped host reporting

GLASS-powered Advantages: Reduced false positives, 
Low-impact scanning, Direct file system access with locked file bypass

Web-based Console, Scheduled & Recurring Scans, 
Role-based Access Controls,  Active Directory Integration,

Secure Login Policy Manager,Distributed Scanning

REST API

Investigate Page 

Data Access Governance

Risk Mapping & Scoring

ODBC Reporting

Delegated Remediation

Data Classification with MIP

Book a demo of Enterprise Recon™ at 
groundlabs.com/enterprise-recon

For full Enterprise Recon details, go to www.groundlabs.com/documentation

http://groundlabs.com/enterprise-recon
http://www.groundlabs.com/documentation

